**Aplicaciones peligrosas para niños**

**(Actualizado julio 2025)**

Incluso para los padres más expertos en tecnología, mantenerse al día con las últimas aplicaciones que su hijo quiere descargar puede ser una verdadera lucha. Las tendencias cambian, las plataformas de redes sociales evolucionan y las nuevas aplicaciones virales pueden aparecer en escena en cuestión de días. Para complicar aún más las cosas, puede ser difícil saber qué aplicaciones son realmente una amenaza para el bienestar de su hijo. Para ayudarlo, hemos compilado una lista de las aplicaciones más peligrosas para los niños en la actualidad. Probablemente reconocerás algunos, ¡pero algunos te sorprenderán!

|  |  |  |
| --- | --- | --- |
| **Snapchat**: Algunos niños usan la aplicación para enviar fotos subidas de tono porque creen que las imágenes no se pueden guardar ni distribuir. Pero resulta que las fotos de Snapchat no desaparecen por completo de un dispositivo y los usuarios pueden tomar una captura de pantalla antes de que una imagen desaparezca en la aplicación. El Snap Map con GPS permite que amigos y extraños sepan el paradero exacto de su hijo. | **Tic Tok**: Aplicación para crear y compartir videos cortos. 13 es la edad mínima, pero no hay forma de validar la edad. Todas las cuentas están configuradas en la configuración pública para que los extraños puedan conectarse con los niños. TikTok incluye discusiones sobre encuentros y posiciones sexuales, desafíos físicos peligrosos que han llevado a la muerte, humor obsceno para adultos y uso de sustancias en entornos sociales. Los depredadores pueden usar mensajes directos para contactar a los niños. | **Discord & Twitch**: Lugar para que los niños pasen el rato y hablen sobre juegos. Cuenta con salas de chat, mensajería directa, chat de voz y videollamadas. Los usuarios pueden unirse a diferentes "servidores" y dentro de cada servidor hay diferentes "canales". Niños expuestos a discursos de odio, pornografía, intimidación, ideación suicida, vergüenza por la imagen corporal y depredadores en línea. |
| Zoomerang. Un creador de videos que te permite capturar videos cortos, aplicar filtros y agregar efectos especiales/música. Rastreador de ubicación mientras usa la aplicación. Los videos pueden ser manipulados. El ciberacoso ocurre regularmente en la aplicación. | ***Holla:***Está hecho para adolescentes. Ofrece un lugar para mezclarse, compartir fotos / videos y expresarse. Mal control parental, y los usuarios pueden interactuar sin revelarse. La aplicación tiene cualidades adictivas. Los jóvenes pueden estar expuestos al ciberacoso y a material explícito o perturbador. | **Instagram:** Plataforma para compartir fotos y videos propiedad de Facebook. El principal peligro es la gran cantidad de contenido inapropiado al que los niños pueden acceder en cuestión de segundos, especialmente la pornografía. La configuración de privacidad no evita las búsquedas explícitas, solo evita que ciertos usuarios vean la publicación de su hijo. |
| ***Hoop****:* Piensa en ello como si Tinder se encontrara con Snapchat. La aplicación permite a los niños de hasta 12 años formar conexiones con completos extraños. Al deslizar el dedo por los perfiles, las personas pueden elegir con quién les gustaría tener una conversación. El usuario puede solicitar el nombre de usuario de Snapchat y luego continuar la conversación allí. | **Tumblr**: Aplicación para mayores de 17 años para compartir fotos y chatear, común con niños y adolescentes. Los usuarios pueden acceder fácilmente a contenido pornográfico, violento e inapropiado. Tiende a glorificar las autolesiones y los trastornos alimentarios. Los usuarios descubrieron que es muy difícil configurar la privacidad, lo que significa que todas las fotos y el contenido son públicos para que todos los vean. | ***X:(formalmente Twitter)***Es la fuente de acceso a la pornografía. Twitter es tan expansivo y tiene tantos usuarios que la barra de búsqueda de la aplicación es como una búsqueda de Google. Los niños saben cómo usar Twitter para encontrar pornografía porque la plataforma no parecerá sospechosa. Los niños no necesitan registrarse en una cuenta de Twitter para acceder al contenido, pueden hacerlo de forma anónima a través de cualquier navegador web. |
| **Tinder**: Aplicación de citas o un localizador anónimo de conexiones. La configuración de privacidad permite que se registren adolescentes de hasta 13 años. Ayuda a las personas a encontrar a otros en su área geográfica. La aplicación pone a los niños en riesgo de catfishing, acoso sexual, acecho y cosas peores. | **Omegle Copycats:** Omegle era una plataforma de chat de video anónima que te emparejaba con un completo extraño en algún lugar del mundo. Se cerró en 2023 debido a denuncias de abuso. Se crearon toneladas de plataformas de imitación para hacer lo mismo. Las alternativas incluyen OmeTV, Chatroulette, Monkey y Emerald. | ***BeReal*** Una aplicación para compartir fotos que le envía mensajes urgentes todos los días. 2 minutos. para publicar una foto. Contenido sexual, drogas/alcohol, violencia son comunes. Extremadamente molesto para la vida cotidiana. Te conecta con extraños. Etiqueta tu posición geográfica. |
| **YikYak:** Aplicación de mensajería anónima para niños que permite a los usuarios en un radio de 5 millas leer mensajes posteados públicamente. Sin responsabilidad. Es un lugar de cultivo para la intimidación, especialmente en los campus escolares. El contenido también puede promover la agresión y la violencia sexuales. | **Telegram:** Aplicación de mensajería gratuita similar a WhatsApp, pero tiene chat grupal para hasta 200.000 personas. Alta tasa de depredación. Los chats pueden estar en modo secreto y pueden desaparecer. Función de ubicación. Sin controles parentales. GIFs porno, enlace de imágenes a videos compartidos. | **Bumble:** Aplicación de citas donde las mujeres deciden a quién iniciar conversaciones y conexiones. Ofrece funciones de deslizamiento. NO ES UNA APLICACIÓN PARA NIÑOS O ADOLESCENTES. Los usuarios pueden disfrazar su identidad. Jóvenes expuestos a material explícito y adultos depredadores. |
| **Vault Apps & Jailbreak**: Se utilizan para ocultar contenido en teléfonos y tabletas, desde fotos hasta archivos y otras aplicaciones que los niños quieren que sus padres no conozcan. A menudo parecen inofensivos como una calculadora. A menudo necesitan un código de acceso para poder entrar. Algunos incluso toman fotos si alguien está tratando de descubrir la combinación. | **Yubo**:es una aplicación de redes sociales que permite a los niños hacer amigos con extraños, jugar e incluso chatear por video juntos. Alta tasa de depredación. No hay controles parentales reales. Calificado 17+, pero fácil de eludir el requisito de edad. Los niños pueden encontrarse con sexo, desnudez, blasfemias, violencia, uso de drogas / alcohol. | ***Spotify:*** Una aplicación de transmisión de música y podcast. Se puede acceder fácilmente a la pornografía, y muchas pasan los filtros. Las canciones que detallan violaciones y asesinatos se cuelan siempre y cuando no usen esas palabras clave. Los podcasts llamados "Audio Porn" presentan narrativas eróticas, discusiones explícitas y sonidos sexuales. |
| **Monkey:** El nuevo Omegle. Permite a los usuarios ser emparejados aleatoriamente con nuevas personas de todo el mundo para chats de video. No hay verificación de edad, aunque la calificación de Apple es de 17 años. Altos niveles de imágenes sexuales, violencia y blasfemias. Falta de configuración de privacidad. | **Roblox:** Es un videojuego con acceso abierto desde cualquier parte del mundo, popular entre niños de 5 a 12 años. Es una plataforma para albergar millones de juegos que los usuarios crean y publican. Hay una función de chat en el juego donde los niños pueden encontrarse con blasfemias, contenido sexual, drogas/alcohol y más. También fomenta la mensajería que podría incluir adultos depredadores. | ***Fizz:*** Las redes sociales anónimas están ganando popularidad entre los estudiantes de secundaria. Crea una comunidad escolar extremadamente tóxica. Riesgo de lenguaje sexual, blasfemias, acoso, violencia. Sin controles parentales. |
| **YouTube**: Aplicación para ver y compartir videos. Contiene contenido sexual explícito y ciberacoso a través de la sección de comentarios. Los estudios demuestran que YouTube tiene cualidades adictivas*.* | **IMVU:** Significa Universo Virtual de Mensajería Instantánea. Juegos del mundo virtual. Los encuentros sexuales y la desnudez son comunes en mayores de 18 años, pero las conversaciones sexuales son comunes en todos los niveles de edad. Emparejado aleatoriamente con otros usuarios. Todos los perfiles son públicos. | **Episode**: Aplicación de dibujos animados que es una aplicación **increíblemente** sucia con peligros infinitos. Opciones para "reproducir" historias que incluyen blasfemias, sexo, drogas, alcohol y violencia. A menudo utilizado por los depredadores. ¡Sin control paterno!violence. |